If an Exposed Employee provides critical infrastructure and/or essential services

Whenever possible, allow Exposed Employee to work remotely.

Whenever possible, allow highest risk Exposed Employee(s) to stay home. Examples may include those with prolonged or close contact to a Confirmed Case, those who are over 65 years of age, those with underlying medical conditions.

When working remotely or staying home is not possible, Exposed Employee may provide critical infrastructure essential services while adhering to the Workplace Monitoring Programs.

Exposed Employee may not work with high risk populations.

Exposed Employee must immediately go home if any symptoms develop.

All Employers of Critical Infrastructure Essential Services should establish and maintain a Workplace Monitoring Program to protect all employees and the community.

Pre-Screen: Employer should measure Exposed Employee's temperature and assess for symptoms prior to starting work, ideally before entering facility.

Monitor: Exposed Employees should self-monitor for symptoms under supervision of the occupational health program.

Mask: Exposed Employee must wear a face mask at all times in the workplace until 14 days after last exposure to a Confirmed Case. Cloth face coverings may be approved at the Employer's discretion.

Social Distance: Exposed Employee must maintain 6 feet of distance and practice social distancing whenever work duties safely permit.

Disinfect: Both Employer and Exposed Employee must routinely clean and disinfect workspaces (offices, common areas, restrooms), high touch surfaces, and shared equipment.

Based on the CDC's Safety Practices for Critical Infrastructure Workers Exposed to COVID-19
Industry-specific guidance may be available at CDC's COVID-19 Website
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